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ABSTRACT

In this paper, we propose an improved method of state exploration called the extended circular
exploration (ECE) for the efficiency of state exploration and the reduction of explosively growing
state. The ECE does not need to explore all the reachable global states, and it can be applied to N
(N=>2)-party protocol with alternative routes, i.e., it is applicable to the protocol in which adaptive
routing mechanism can be performed. The ECE eliminates a restriction of topology of the conven-
tional circular exploration (CE) by exploring only those global states which are reachable, provided
that the participant processes of any group of transitions proceed at the same speed, and that they
can be formed as a cycle. Thus the state space explored is not exhaustive,

The algorithm presented can detect deadlock error and unspecified reception error. It requires
storage space and /or execution time much less than those of the conventional perturbation(CP). It
might be used for a solution of the N-process collision and the interference mechanism,
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I. Introduction A communication protocol is defined as a set of
rules to govern the cooperation between the com-
SR R B municating processes through message exchange
KAIST o ; which ensures an orderly delivery of information

> Z2E T EHEE T AR ,
xh g e AR (e A A e BTSRRI between them 1. It can be modeled by commun-
WRCENE D 92-56 (%1991 10. 17) icating finite state machine (CFSM, the defi-
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nition of this CFSM is given in Section 2.) that
exchange messages on many unidirectional and
unbounded FIFO channelsi234 The protocol
model is validated by showing that its communi-
cation satisfies some desirable properties such as
freedom from deadlocks, unspecified receptions,
and overflows*5],

The most straightforward and well known tech-
nique to validate a given network of CFSM is
called state exploration!5™. It is based on an
exhaustive exploration of all possible interactions
of communicating protocol entities. Properties of
the protocol can then be verified based on the
global states and the global state reachability
graph(or validation tree). The reachability graph
of a given network is a directed graph whose ver-
tices correspond to the reachable states of the
network, and whose arcs denote its state
transitions. In this method, deadlocks, unspeci-
fied receptions, and overflows are easily dete-
cted. The reachability graph is well suited for
checking the above properties because these
properties are a direct consequence of the rea-
chability graph. However, stalte explosion—the
the number of global states to be explored grows
rapidly with the complexity of the protocol—
makes it impossible to generate and check all
reachable global states.

Many researchers have investigated the prob-
lem of state explosion, and the results were fair
progress (FP)57 maximal progress(MP)], and
circular exploration(CE){¢l, The FP was the first
improvement of CP but it is applicable only to
2-party protocol. The MP was the first achieve-
ment in which multiprocessor is used to handle
the expanding global states through dividing the
task into independent subtasks, but it is also ap-
plicable only to 2-party protocol. The CE is used

*Definitions of these properties are given in Section 3.

for N-party protocol but it allows some restricted
topologies in which there can be no alternative
route between any two processes,

However, it is impractical to restrict the top-
ology* in the real protocol. There are many
protocols performed on various topologies with
alternative routes in which adaptive routing
mechanism can be performed in practice : note
that the alternative routes between any two
nodes enhance the fault tolerance of the network.
Signaling System Number 7119 is one of them, In
this protocol(See Fig.1), it is inevitable to pro-
vide the alternative routes in case of link failures,
using change-over and change-back procedures,
for examples 1!, Thus we propose a new method
which can be applied to Nparty protocol with
alternative routes, and the circular exploration is
extended to handle various topologies. (Definition
of circular exploration is given in Section 3.)

Fig. 1. Example of network topology with alternative
routes!10],

Besides handling various communication topo-
logies, the presented algorithm for protocol vali-
dation is derived to improve the efficiency of
state exploration, to solve(or relieve) the prob-
lem of state explosion, and to develop a validation
technique for N{(N=2)-party protocol. In this

"*Sometime it is called reachability analysis, or perturbation. we will call this’t’échnique to the CP which means

conventional perturbation,

*In this notation, the topology mean a possible communication structure among many processes. Thus it is
not a physical structure but a logical structure among processes for communication.
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paper, we present a new method of state explo-
ration called the extended circular exploration
(ECE), which does not need to explore all of the
reachable global states and can be appplied to
N-party protocol with alternative routes (see Sec-
tion 3.1). With this ECE, we can eliminate a re-
striction of topology of the CE. The ECE explores
only those global states which are reachable, pro-
vided that the participant processes of any group
of transitions proceed at the same speed, and
that they can be formed as a cycle. The state
space thus explored is not exhaustive,

The algorithm presented can detect deadlock
errors and unspecified reception errors. It
requires storage space and execution time much
less than those of the CP but, a little more than
those of the CE. It can be considered as a sol-
ution of the N-process collision and the inter-
ference mechanism!'®!. In Section 2, the definition
of N CFSMs i1s described. In Section 3, we de-
scribe the definition needed to extend the notion
of CE, define detecfab]e errors by this method,
and present the validation algorithm and its cor-
responding theorem. Section 4 shows the ef-
ficiency of the presented algorithm compared to
the previous method and we conclude in Section
5.

II. N Communication Finite State Machines
(CFSM)

Before formally stating the ECE, it is necess-
ary to introduce the defimtions to be used here,
which are similar to the ones inl'2%1 (They are
repeated here for completeness)

Definition 1. The network topology of a com-
munication system is a directed labeled graph
whose nodes are processes of the system, i.e., P
denotes 1-th node Ni, and arcs denote links (or
channels) that allow the interaction between

processes, 1.e., (i; denotes the channel from P to
P, where 1<i<N, 1<7<N, and i/ # j*,

Definition 2. A communicating finite state ma-
chine (CFSM) can be represented by a directed
labeled graph where

i Jnodes in a CFSM are referred as states,

ii Jeach of the arcs is labeled #x, and is re-
ferred to as a sending arc if ¢ is a negative
integer, or is referred to as a receiving are
otherwise, where the absolute value [¢]| of ¢
Is a positive integer called a message, and x
and y are distinct positive integers from 1 to
N, and

iliJone of the states in a CFSM is identified as
the initial state and all the states in the
CFSM are reachable by directed paths from
the imtial state.

An are in a CFSM represents a transition in a
process. A sending arc —{xy represents the tran-
sition in the process Pr whose execution results in
the message ¢ being inserted to the channel Cxy
from the process P» to the process Py, A receiv-
ing arc fxy represents the transition in the process
P whose execution can receive the first message
¢ in the channel (v,

The communication between processes is
assumed to take place via a communication me-
dium, which we model as a simplex channel, link-
ing a pair of processes, so that ('« represents the
channel that transport information from Px to P».
We assume that channels have the following
propertiesi®!,

(a)The channel '+ will accept messages from
Py and will deliver them to Py in the same
order as they are received, i.e., FIFO prop-
erty.

(b)The time taken to transport massages be-
tween processes is variable and unspecified.

(c)Each channel Cxv has a predefined channel

*Throughout this paper, we consider only the N-party protocol composed of N-phocesses, Pi,...,P~, where

N>2.
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capacity Capxy.

At any instant of time, a condition of the com-
munication system can be completely represented
bv a global state defined as follows!!),

Definition 3. A global state of Fi,...,F» is a pair
(S, M) where

i )S is a 1-by-N matrix [si], where si is a state

in Fifor 1<i< N, and

ii )M is a N-by-N matrix [m;], where m, is a

string of messages such that L{(mi) <Capis,
where L(m;) represents the length of the
string »%;.

A global state ([s:], [mu;]) is called initial glo-
bal state iff* s/ is the initial state of Fi and ms; is
an empty string(i.e,, Cij is empty), for 1<i<N
and 1<7<N. Informally, for 1<i<N and 1</«
N, a global state ([si], [»2;]) implies that the ex-
ecution of Fi has reached the state s:;, while the
channel Ci; has a message sequence s,

The rules for the execution of a transition can
formally be represented as follows.

Definition 4. Let g=([si], [m;]) be a global
state and e¢ be an arc from state s: labeled fsy.
Then a global state g7 is said to follow g over e,
denoted by g—qg ", iff the following two conditions
are satisfied :

(1)if e is a sending arc from $x to s’ in Fx,
then L(me)<Caprn and g'=([a], [6]),
where [a:]=[si] except that ax=s’~, and [bi
i1=[m;] except that bw=muy - |t|, where
- 1s the concatenation operator ; and

(ii )if e is a receiving arc from sx to s’x in Fr,
then g=([a:],[bi;]), where [ai]=[s] ex-
cept that a-=s%, and [bi;]=[m] except
that mey=={ » bxy.

From the initial global state, any other global
state can be reached only by executing
transitions successively. Thus any change in the
communication system can be represented as a

*iff is a abbreviation of’ if and only if’.

seque'nce of reachable global states defined as
followsi15],

Definition 5. A global state g is called reachable
iff g=go or there exists a sequence of global
states g1, g2,---, gk such that g=gx and, for 1<:<
k, gi-xﬁgi for some arc e;, where go is the initial
global state!5),

. improved Validation Algorithm 1.Extended
Circular Exploration

As discussed in Section 2, the CP explores all
the reachable global states. In this Section, we
propose a new method of state exploration which
does not explore all the reachable global states to
remedy state explosion of the CP. That is to say,
we explore only those global states which are
reachable, provided that the participant process-
es of any group of transitions proceed at the same
speed, and that they can be formed as a cycle.
The state space thus explored is not exhaustive.

Definition 6. Let | be a finite set of pairs of posi-
tive integers, Then I is called circular if there
exists an ordered set {(fk,7r) [{(ir,7x) €1} with m
elements such that ;

(1 )i=jm,

(il )ie+1=je for 1<k<m—1, and

(iii)all Z¢'s are distinct, and thus all j+'s are

also distinct, where (#x,j&) is the k-th el-
ement of the ordered set and m is the num-
ber of elements in .

For example, {(1,2),(2,3),(3,1)} is circular.

Definition 7. A finite set C of arcs is called a cir-
cular group (CG) iff the set {(x,y) |there exists
an arc labeled ¢y in C} is circular,

In this paper, the CG is classified into six types
as follows

(i)direct CG in which two processes com-
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municate with each other directly :

(1)DSCG (Direct Sending Circular Group) in
which the two processes send a message
to each other simultaneously, i.e.,
two-process collision of the FP,

(2)DRCG(Direct Receiving Circular Group)
in which the two processes receive a
message from each other simultaneously,

(3)DMCG(Direct Mixed Circular Group) in
which one process Pr sends a message to
Py and Py receives a message from /’» or
vice versa,

(ii )indirect CG in which N processes within a
cycle are communication to one another in-
directly ;

(4)ISCG (Indirect Sending Circular Group) in
which all the N processes send a message
to each other simultaneously, i.e., N-pro-
cess collision as presented in the FP,

(5)IRCG(Indirect Receiving Circular Group)
in which all the N processes receive a
message from one another simultaneously,

(6)IMCG (Indirect Mixed Circular Group) in
which some processes send messages and
the others of the N processes receive
messages simultaneously.

For examples, {—4e, —7x is a DSCG, {+7z,

(@) ®
(e)

443} i1s a DRCG, {1—513+53} is a DMCG, {—1i2,
—223,—~3a1} 1s an ISCG, {+3w,-+1n,+2%f is an
IRCG, and {431, +12, — 72} is an IMCG, respect-
wely,

Fig.2 illustrates the relation between CGs and
topology (arcs). We can see that a) each are (or
channel) generates a DMCG (Note that the em-
pty medium abstraction uses only DMCGs!?]), b)
each directed cvcle of 2-arcs does a DSCG, a
DRCG, and a DMCG, c) each directed cycle of 7
( =3)-arcs does a DMCG, an ISCG, and an IRCG,
d) each directed cycle with some bidirectional
arcs does all the CGs, e) any cycles in which
some arcs have different direction generate only
IMCGs. This topology is similar to that of the
reordering mechanism %], and it cannot be
executed by the ECE at all, i.e., any IMCG can
be executed only after at least one DSCG/(or
ISCG) 1s processed since a receiving arc in the
IMCG cannot be executed until a corresponding
message as the first one in its channel does not
exit.

Note that Hwang’'s topology, in total, covers
only five types of CGs due to its topological re-
striction, i.e., the IMCG cannot exist at all with
no alternative route. Therefore, the lemma 1 of
Hwang’si¥! cannot be applied to this topology(See
Fig.2). The following is the coverage of

() @)

Fig. 2. The relation between topology and CGs.

(a) (b) (¢} (d) (e)
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topdlogies.in each method of protocol validation
in the view of these CGs :

1. the CP uses a single arc for state explo-
ration,

2. the FP uses three types of CGsl(i.e., DSCG,
DRCG, and DMCG),

3. the CE uses two more types of CGsl(i.e.,
ISCG and IRCG) to those of the FP, and
finally,

4. the ECE covers one more type of CGli.e.,
IMCG) to those of the CE.

The following definition formally represents
that the execution of transitions in a CG can lead
to a new global state.

Definition 8. Let g=([s:],{m;]) and g” be two
global states, and let C be a CG consisting of arcs
from s1 or sz or -
arly follow g over C, denoted by gég’, iff there
exists a sequence of arcs e,...,er, where e;€C for
1<i<k and k is the number of elements in C,

or sy, Then g7 is said to circul-

such that g—eigxﬂme‘t»l gzmgi g’, for some global
states g1,...,&%.

Similar to the concept of reachability pre-
viously defined, the execution of a sequence of
transition groups. leads to a circularly global state
defined as follows.

Definition 9. A global state g is called circularly
reachable iff g=go or there exists a sequence of
global states g,...,£r such that g=ge and, for 1<
i<k, g:‘—x%gi for some CG C;, where go is the in-
itial global state.

The validation technique proposed in this paper
explores all the circularly reachable global states
through all the CGs rather than all the reachable
global states like the CP. We call this exploration
the extended circular exploration( ECE).

2. Errors Detectable
Let us define the fundamental errors detected
by the proposed protocol validation algorithm.

Definition 10. A circularly reachable global state
is called no further progress (NFP) if from
which any circular groups can not be formed nor
be executed at all.

Definition 11. For any circularly reachable global
state g=([s/],[m;]) with NFP, we define the fol-
lowing two types of errors :

(a)Tvpe-I ervor : All the arcs from state s are
receiving arcs for 1<i<N, and all »,'s are
empty strings.

(b)Tvpe-1I ervor : There exists a nonempty
string »y or a sending arc from s» labeled ¢+
y, but for all arcs e from sy, each of e is a re-
ceiving arc which satisfies one of the follow-
ing three conditions :

(i)t is not equal to the first message of the
nonempty string #e»y,

( ii )there does not exist a sending arc from s-
labeled ¢'7» such that sy is an empty
string and "= —t’, and

(iii)mey is an empty string, r=x, and ¢ # —¢,
where ¢’y is the label of e.

Definition 12. For any circularly reachable global
state g=([si],|m]), we define the TYPE-III er-
ror as follows :

Type-111 error - There exists a sending arc from
sx labeled try, but L(mey) 2Capry.

3. Protocol Validation Algorithm

Algorithm 1 below presents the protocol vali-
dation procedure using the ECE. For simplicity,
we define a follower of a global state g as being
a global state which circularly follows g over C,
for some CG C.

Algorithm 1. Algorithm for protocol validation
by the ECE,

[step-1]Let G be a set of circularly reachable glo-
bal states, initially containing only the in-
itial global state,

[step-2]Find an element g of G whose followers
have not been determined. If no such el-
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ement exists, i.e., g is a state with NFP,
then check whether or not g contains
some types of errors (type-l,I1) and re-
cord them, if any. Otherwise, terminate
the algorithm as the validation i1s comple-
ted.

[step-3]Check whether or not g contains type-II1
error (record it, if any).

[step-4]Calculate the set G of global states
consisting of all the followers of g throu
gh all the six types of CGs, if possible.

[step-5]Add all the elements of ;¢ which are not
already in G to the set G.

[ step-6 JRepeat from step-2.

Algorithm | generates a reachability tree
consisting of circularly reachable global states as
nodes and circular groups as arcs. The reacha-
bility tree generated by Algorithm 1 is called the
extended group perturbation tree(EGPT).

Theorem 1. Algorithm 1 always termuinates.

Proof. Since the set of states and the set of arcs
in a CFSM is finite, and the capacities of all
channels are also finite, the set of circularly
reachable states must be finite. Therefore the
only case that would not terminate is the se-
quence involving a loop. But this sequence can-
not be repeated, since each of the created
circularly reachable global state 1s checked
against all of the previously generated circularly
global states. Thus the algorithm will terminate.
(]

We will show that Algorithm 1 can detect
deadlocks and unspecified receptions by the two

theorems below.

Lemma 1. A circularly reachable global state is

reachable.

Proof. Let g and gu be a circularly reachable
global state and initial global state, respectively.
Then, by Definitions 7 and 9. there exists a se-
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quence of global states g1,gz,...,g% such that g=g
& and, for 1<i<k, gi 1~elgi for some arc e. Thus,
by Definition 4, g is reachable.[’]

Theorem 2 There i1s a deadlock in a protocol iff
Algorithm 1 detects a type-l error from the proto-
col.

Proof. “If part” : Since the definition of dead-
lock and that of type-l error are equivalent, the
“if part” can be proved by showing that a
reachable deadlock state is circularly reachable, 1.
e.. Algorithm 1 detects it as a type-I error. Let d
=(|s:].[m]) be a reachable deadlock state.
Then, by Definitions 5 and 9, the m;'s are empty
strings and there exists a sequence of arcs Q=eie
wevem such that go @15 & gm for some global
states g1,g2,....8m-1, where g is the initial global
state and gm—d.

Let, for 1<i< N, (:(0) be the sequence of arcs
generated from () by eliminating all the arcs in @
which are not in /.. Then without loss of gener-
ality, we can assume that there are » nonempty
sequences (1(0), (:2(0),...,0-(0). Let, for 1<i<r,
ei{0) be the first arc of (0} and (xi(0), »:(0)) be
the subscript pair of the label of ei(0)(obviously,
xi{0)=1¢). This implies that the » processes par-
ticipate in the deadlock sequence. Then, i) we
can get a CG (1 with ki arcs from » arcs in ei(0).
This can be proved by Corollary 1 of APPENDIX.

Because any arcs ¢ in ei{(()) mean that the pro-
cess Pr executes an event from /to the process P
v, 1t can be viewed as a vertex with outdegree=1,
re., d'(v)==1. So, this situation can be viewed as
a graph =", [1) with » vertices such that d*
(v)=1, v€V. And thus, the fact that a CG (1 can
be obtained can be proved by Corollary 1 of AP-
PENDIX.

Now, there remain » - ki arcs in e(0). Let (:i(1)
be the sequence from (i(0) with e(0) in ()
eliminated and ei{1) be the first arc of Q:i(1). If
there exists an empty sequence (J(1), then the
total number of arcs in e(1) 1s decremented by b,
where b is the number of @'s in («(1) above. And



W /B Y g3t 2R g YR

now, we can get another CG (2 with k2 arcs from
tr—&) arcs in e(1). Similarly, we can get some
CGs Ci with ki arcs from ei(/) until all the Qi(1)’s
are empty, for 0</<n, where » is the maximum
number of CGs obtained from .

Finally, #/)the number of arcs p in ( is exactly

len
equivalent to the total sum of & in (5, 1.e., p—_-lSlkz

=2m’, where m’ is the number of sending (or re-
ceiving) arcs in ), since @ has the same number
of sending and receiving arcs (Remind that ( is
the sequence of arcs that leads to the deadlock
state),

From any pair of arcs above, (f'w,f )
where —¢’=t"’, we can see that it means that pro-
cess Pr send and Py receive an event or vice
versa. Since an arc of each process can be viewed
as an edge from x to y, (or vice versa), we can
say that the indegree of any vertex v and
outdegree of it are same, i.e., d¥(v)=d (v), for
1<v<r7, in this graph ¢=(V, E) with » vertices
and p edges.

Thus this situation can be viewed as Theorem
B of APPENDIX. This implies that by eliminat-
ing all the CGs Ci with ki arcs, 1<i<n, there re-
mains no edges in G at all in the end. That is to
say, there do not exist any arcs in Q which do not
participate in some CGs C: And thus we can get
some CGs Ci from Q such that g()g o %(5‘ gi
Jrl'ré+2 C—’ggn'zd, where gi's are circularly
reachable global states. From 7) and i) we can
conclude that the reachable deadlock state d is
circularly reachable.

“Only if part™ : Since the definition of deadlock
and that of type-I error are equivalent and, by
Lemma 1, every circularly reachable global state
1s reachable, there exists a deadlock if Algorithm
1 detects a type-I error. ]

Theorem 3 There exists an unspecified reception
in a protocol iff Algorithm 1 detects a type-II er-

ror from the protocol.

Proof. “If part”:Let g=([si],[mi;]) be a

reachable global state with a unspecified recep-
tion. Then there exists a string may whose first
message will not be received. Let C(muy) of g be
r and assume that there do not exist the corre-
sponding » receiving arcs in the process Py. Then,
there exists a circularly reachable global state gc
=([s(c)i],[mlc)i;)] which is generated finally
with »sy empty in EGPT, and satisfies the
followings

(1)there exists a sequence of arcs Q=eiez -+ en
& =gn=g such that no CGs
can be formed from Q at all, and there re-

with g5 g1 -

main » messages in »xy of g in the end.
(2)But, by appending the corresponding 7 re-
ceiving arcs in Py, we can get r CGs Cu
such that gog g:gg (:‘5gr( 4 guC:”g (55 8vi
(2"5gw-:g/. where gi/'s are circularly
reachable global states, for 0<i</and 1</
<7.
And thus gr is circularly reachable by Theorem
2 since all the channels are empty at the state g:
(Note that we appended » receiving arcs with a
view to solving the unspecified reception state).

Therefore gc before any g, for 1<j<r, is
cjrcularly reachable and at this gc or g itself,
type —11 error must be detected by Definition 11.

This implies that Algorithm 1 detects a type-II
error at the state gc or g itself from which no
CGs can be formed at all,

“Only if part” : The “only if part” is true be-
cause, by Lemma 1, every circularly reachable
global state is reachable and, obviously, there is
an unspecified reception in a circularly reachable
global state if there is a type-Il error in the
circularly reachable global state. [}

Not only type-I and type-II errors but also the
type-111 error contributes to the validation of a
protocol. There is an overflow in a protocol if Al-
gorithm 1 detects type-III error from the proto-
col. But, the Algorithm 1 does not always detect
any type-Ill errors.
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IV. Evaluations

Complexity of the protocol validation technique
based on state exploration heavily depends on the
size of the system interaction domain {5, i.e., the
number of states to be explored. In this chapter,
we will demonstrate that the protocol validation
technique of the ECE is much more efficient than
the CP in time and/or storage space by
comparing the numbers of global states generated
by these three techniques, and that the CE can
not be applied to the generalized topology. We
will compare the efficiency of the ECE with the
number of global states which was generated dur-
ing the validation for those three techniques. The
number of global states generated by the ECE is
not greater than that of the CP. In other words,
the number of circularly reachable global states is
not greater than the number of reachable global
states. This is because, by Lemma 1, every
circularly reachable global state is reachable,

1. Example

Let us present an example to show that the
ECE is much more efficient than the CP and that
the CE cannot be applied to the generalized top-
ology* In this example, an dashed arrow means a
transition through an IMCG unable to be
executed in the CE. Fig.3 shows an example, in
which there is an alternative route from Pt to %,
for 3-party protocol with the interference mech-
anism!%), To validate this protocol the ECE
generates 9 global states as shown in Fig. 3(c),
but the CP makes 156 states. Therefore the ECE
can reduce the execution time by a factor of 17.3.
We can also see that the CE cannot detect a
type-1 error from Fig.3(c) since it cannot reach
the state C10 : Note that the CE does not define
any IMCG. In the CE, the only mixed CG which
Is able to be generated is the DMCG, while the

ECE is being progressed from the state B7 to the
state C10 through an IMCG. Similarly, the ECE
also generates 9 distinct global states compared
with 81 states with the CP, and the storage space
1s reduced by a factor of 9 with the ECE.

Table 1 shows the number of states generated
and results obtined by those three techniques
from the example,

2. The Least Upper Bounds

The previous example shows that the CE can-
not be applied to the generalized topology, while
both CP and ECE support those topologies. Thus,
in this Section, both CP and ECE are used in cal-
culating the upper bounds of the number of global
states generated during the validation. Let us

Table. 1 Results of example.

Results # of states
CP | 2 unspecified receptions, 1 deadlock 156
CE | 2type-lls 7
ECE | 2 type-lls, 1 type-l 9

compare two least upper bounds, Ber and Bror, of
the number of the global states that can be
generated by the CP and ECE for n(#>2) party
protocol based on a topology provided that every
state of a process always has arcs corresponding
to the topology.

The CP generates all of the reachable global

states. Therefore, Ber=NX*N. where N\:Iw]1 fi,
where fiis the number of states in F:* for 1<i<
n, and N« is the number of actions possible at

every combination of states g for 1<7<Ns. Neis

given as following :

i=n I n i
A\"'ﬂ:;l (;1 Ksil+;l Krlx),

*Note that the FP, CE, and ECE show the same results in case of 2-party protocol, and that the CE and
ECE also produce same results in case of N-party protocol without any alternative routes.

*it denotes a finite state machine 1.
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Fig. 3. An example. (a) topology. (b)CFSMs with
3-party protocol which causes the interference
mechanism 6], (¢)EGPT by ECE.

where Ksit is the number of message types able to
be sent from F: to Fi at a combination of states g/
and Ky is the number of message types able to be
received from Fi by F: at a combination of states
g : Note that for every ¢, !, Kssi=Kri amd Ksi=0
if 7=/, where 1<i<n, 1</<n.

The ECE, on the other hand, explores all of the
circularly reachable global states rather than all
of the reachable global states, Thus, Bece=Ncs*
Nco, where Nes is the number of circularly

reachable global states and Nc¢ is the number of
circular groups,

Nce may be caiculated from the topology since
the number of each types of CGs can be
calculated, for all the six types of CGs. That is to
say, there are two CGs for each dicycle of ¢ arcs
(1=2, for DSCG and DRCG or >3, for ISCG and
IRCG), a DMCG for every channel, and some
IMCGs within a dicycle of {(=3) arcs. Thus,
Nee=2*Npc+Nou+ N, where Npc is the number
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of dicycles, Nou is that of DMCGs, and N is
that of IMCGs, 1.e., Niu=Nr—Ni— N, where N/
is the number of indirect CGs, i.e., total sum of
the number of ISCGs(Nw), TRCGs(Nw), and
IMCGs.

Note that we can form an ISCG and an IRCG
from a dicycle of {(>3) arcs. And we may form
some IMCGs if the dicyle has at least one
bidirectional arc (cf.Fig.2(d)), i.e., additional j
arcs of reverse direction. So, Nr=Nr+Nir+Niu=

7=l ir gt
(1+1+ ¥ i(‘])==E{ Y (), ¢ 1s the number of
=1 s Ry put?)

:X:S
arcs(processes) in a dicycle, » is the maximum
number of 7, »<#n, where 7 1s the number of arcs
taken which are those of reverse direction to the
rest of 7~ arcs within a dicycle with 7 arcs. For
example, let the j arcs be the receiving arcs.
Then an ISCG is generated when 7=0, an IRCG
when 7=, and the rest may be IMCGs.

And Nos=Ber /Np since a transition through a
CG with m arcs implies that there are m! paths
from a circularly global state to another one by
the CP, and each path generates m glooal states
in CP(cf. Fig.4), where N, is the number of glo
bal states from a circularly reachable global state

to another one in CP before generation of CGs for
all dicycles.

This Ny may be calculated from the topology of
a protocol since some CGs may be generated from
dicycles. Considering all of the types of CGs we
get the following equation of N,

No=NSvp+NSi

where NS» is some parts of N» due to the direct
CGs, i.e., NSo=(2!"m*2-+Nnu)*2 and NSi is other

2

parts of Npdue to the indirect CGs, i.e., ;\'S/Zx’:x i
Vot ,; #'j, where 7 is the number of arcs
(processes) in a dicycle, i.e., the number of CGs
which can be generated from the dicycle, 7 is the
maximum number of 7, m& is the number of
dicycles with ¢ arcs (processes), and ¢! is the
number of permutations within a dicycle(Note
that the DMCG case is not considered since it
provides only one way when the corresponding
channel is empty).

Thus we can say that Brer<Bep, since Np>» Neq,

=y

(Remund that Nco=2*Nn (:’Z:WE)+Nlm+Nn/( ‘—‘i

3

Fig. 4. Some part of the reachability graph of Fig.3(b)
by the CP.*

*Note that it shows only the states generated during exploration from A0 to B4. From this example, we can

see that how much redundant the CP 1s.
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"L i) and Nr=(@'me2+-Now) 2+ T il mi'E
i, where Brce=Ncs*Nc¢={(Bcr/Np)*Ncc. As an
example, for the communication network with
the topology as shown in Fig. 3(a), N.=4*4*3=48,
Na(2+1D)+(1+1D)+(142) =8, Nee==2*2+4+2=10,
and Np=(2!*1"2+4)"2+3!*1*4*3=88 under the as-
sumption of Kw=1,1<1i,j<n, for simplicity, Thus

Bcr=48*8=384 and Bece=1(384 /88)*10=43.6.
V. Conclusions

For the purpose of. reducing the number of glo-
bal states generated during protocol validation by
the CP, we proposed a variation of state explo-
ration called the extended circular exploration
(ECE) that explores only those global states
which are reachable, provided that the partici-
pant processes of any group of transitions pro-
ceed at the same speed, and that they can be
formed as a cycle. The state space thus explored
is not exhaustive. We also presented an algorithm
based on the ECE. The ECE is applicable to the
N(N=2)-party protocol with alternative routes
which is represented by N CFSMs and in which
adaptive routing mechanism is used due to the
alternative routes. Considering the applicabilities
and the used CGs, the ECE may be viewed as a
superset of the FP [6] and the CE!¥, The
correctness of this argument is proved by the
fact that the ECE can solve the two of three
characteristics of N{>=3)-process protocol, i.e.,
N-process collision and the interference mechan-
ism 8], whereas the CE can not solve them due to
the restriction of topology(Note that the CE is a
superset of the FP). Furthermore it can detect
deadlocks and unspecified receptions. And this al-
gorithm can save time and /or storage in com-
parison with the CP. However, even with this
ECE, the reordering mechanism (6! can not still
be solved. Further works are needed for solving
this problem. And additional further works are
development of decidable algorithm for the bo-
undedness of the communication network and for

computing the smallest possible capacities for
corresponding channels between any two process-
es.

Appendix. Two Significant Theorems

Theorem A For any digraph ¢G=(V, E) with d*
(v)=d~(v), veV, let V'=peV|d+(@)=d (v)
=0} be the set of isolated vertices. Then G’'=
(V=V', E) with n vertices such that d*+(¢)=d"
{2} =1, has at least one directed cycle C.

Proof. Let us prove it by contradiction. Assume
that even a cycle does not exist, Since d*(v)>1,
every vertex vi€V —V’ has at least one outgoing
edge and vertex v;€V —V "’ which is adjacent from
vi. For any vertex vi, an arbitrary vertex of »/'s
must be always determined. Thus, the total num-
ber of vi’s and v,'s become greater than # in the
end, otherwise we can generate a directed cycle
C. Fig.5 illustrates this situation. At last, the
number of vertices becomes infinite, This is a
contradiction. Thus ¢’ has at least one directed
cycle C. [

Fig. 5.

Corollary 1. Any graph G=(F, E) with »n verti-
ces such that d*(v)=1, v€V, has at least one
directed cycle C,

Theorem B For any multi-graph G=(V, F) with
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dt=dc(v), vEV, and p edges, we can get some
cycles Ci's with ms arcs, for 1<7<n, which we
eliminate from (; one by one, therg remains no
edges in G at all in the end, i.e., there remains

in

only a null graph at last. That is to say, p= :1 n,

where # is the maximum number of cycles Ci.

Proof. Let us prove it by induction on the num-
ber of edges ¢ in G.
( {)Basis :if e=0 then there exists a null
graph. So it's O.K.
(ii YAssume that the theorem holds during e<
k.
(iii) When e==k : since ¢ has a directed cycle C
with m edges, we can get subgraph ¢ '=(1",
E ) such that df(v)=d:(v). And the
number of edges ¢’ in ¢’ becomes less than
k (Note that e’=k—mand m>0). Thus the
theorem also holds when e=*k.
From (i ),(ii), and (iii) we can conclude that
the theorem always holds.
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