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(A Data Embedding Technique for Image Watermarking
using Fresnel Transform)
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Abstract Digital watermarking is a technique embedding hidden information into multimedia data
imperceptibly such as images and sounds. Generally an original image is transformed and coded

watermark data is embedded in frequency domain watermarking models. In this paper, We propose a

new data embedding method using Fresnel transform. A watermark image is Fresnel-transformed and
the intensity of transformed pattern is embedded into original image. Our watermarking model has the
flexibility in data embedding. It is possible to get many embedding patterns from a single watermark
image by using various distance parameters with Fresnel transform. All kinds of image models such

as shape, letter and photo can be used as a watermark data. The watermarking experiments were
conducted to show the validity of the proposed method, and the results show that our method has the

robustness against lossy compression, filtering and geometric transformation.
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1. Introduction

Digital technique to embed

hidden information has been proposed as a method

watermarking, a

to protect digital data (e.g. audio, images, video,

etc.) against the illicit actions such as interception,
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duplication, misuse and unauthorized modification of
digital information over the past few vears.

The concept of digital watermarking is associated
with the data-hiding technique known as stegano
graphy{1]. The process of watermarking involves
the modification of the original information data to
embed a watermark information. The embedding
method must leave the original information data
perceptually unchanged, yet watermark data should
be detected by extraction algorithm.

» It must be difficult or impossible to remove
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watermark data, at least without visibly degrading
the original image.
= The

modifications  that  are

watermark data must survive image

common to  typical
applications, such as scaling and color requanti
zation, commonly performed by a picture editor, or
lossy compression techniques lie JPEG, used for
transmission and storage.

» Watermark data should be imperceptible so as
not to affect the experience of viewing the image
and readily detectable by the proper authorities,
even if imperceptible to the average observer.
techniques have been

Various watermarking

developed. However, these techniques can be
grouped into two classes: spatial domain methods
and frequency domain methods. The spatial domain
techniques are to embed the watermarking data by
directly modifying the pixel values of the original
images(the lower bit of Iimage’s intensity,
brightness, geometric transformation, R.GB color
These

attacked by the illicit image processing. In the case

image, etc). techniques can be easily
of the frequency domain techniques, where original

digital data are transformed into frequency
components, watermark informations are embedded
into particular frequency regions of original data. A
representative research based on spread spectrum
made a further advance in this class[2]. Also DIT,
DCT or WT(Wavelet Transform) based methods
are proposed[3][4][5][6][7]. The

frequency domain method is that the watermark is

advantage of

spreaded throughout the whole image or sound and
hence is resistant to cropping or cutting. However,
a standard frequency filter or a lossy compression
which

significant frequencies, could damage the watermark

algorithm, usually filters out the less
information.

In this paper, we propose a new watermarking
technique wusing Fresnel transform. Our watcer
marking system is different from other frequency
domain watermarking methods. Original information
data does not need to he transformed. Transformed
pattern of watermark data is embedded into original

data. In the next section we review the numerical

Fresnel transform. In Section 3, the proposed
watermarking system is introduced. Experimental
results are given in Section 4 and 5, and show the
validity of our method. We provide conclusion in

Section 6.

2. Numerical Fresnel transform

A Fresnel describes  the

propagation in  the

transform wave

Fresnel diffraction region,
whereas Fourier transform describes the Fraunhofer
diffraction in the far field.

2.1 Theory of Fresnel transform

When the model under watermarking is supposed
to have a 2-D ohject pattern s(x;,y;) located on the
object plane x;,—y,, the Fresnel diffraction pattern
F(xy,y) on the observed plane x,—y, can be

expressed by the following equation[8].
Flxg, ) :f:f:;s(xl_yl)exp [—%[(x2~xl)z+

(y2— ¥4 dxydn (1)
where D is a distance parameter as expressed by

Eq.(2) with the distance 2 between the object and

observing planes and a wavelength A as shown in Fig. 1.

D= Az (2)

Eq.(1) can be indicated as the integral of the
convolution of function s(x,» and the following
phase function s(x,y) and the following phase

function p(x,¥).
px,y) =expl— —%(:c2 ) (3)

Let ¥ and F ' denote Fourier and inverse Fourier
transforms respectively. Eq.(1) can be expressed as
follows by the convolution theorem.

F=F (FI1FLp]] @

The Fourier transform Plu,v) =F[p] of the
phase function p of Eq.(3) is obtained analytically

as follows:

Pp, ) =Fpl = fﬁm fﬁw exp [*%(xz-wz)]
exp [ — 2a( ux+ vy)) dxdy
= —jDexp lizD(p?+ )] (5)

where x and v are spatial frequencies. The

calculation of numerical Fresnel transform is
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performed by the flow of Fig. 2.

The inverse Fresnel transform means a Fresnel
transform of Fresnel diffraction pattern with the
distance parameter -D and its equation can be

expressed as follows:
Flxy,v) fomffms(xz,yz) [——%[(xl—xz)2+

(y1— )1 dxody, (6)

S(x,.y1)

E 2D-model

Fig. 1 Fresnel transform of a 2-D model

FFT

Fresnel

phase() Transform

IFFT J

Qutput

HyEH

Fig. 2 The flow of calculation of Fresnel transform

2.2 Fresnel transform of image

If 2 in Eq.(2) becomes smaller, the distance
parameter D approaches 0, and the value of exp
(D + %)) can be approximated by 1. Under this
condition, the expression reduces to F = — jDS"Iff
[s] =—JDs in Eq.(4) and the diffraction pattern keeps
the shape of the original model s. Its intensity
distribution becomes localized (that is, the intensity
distribution hecomes close to that of the original
image). On the other hand, as the distance parameter

D increases, the Fresnel diffraction pattern becomes

FEo A4 A 9d A1 520032

conspicuous and the transformed image deviates
from the original image with a wide-spread intensity
distribution as shown in the upper side of Fig. 3 and
128%128 sampling points are chosen. The lower side
of Fig. 3 is the simulation result of inverse Fresnel
Letter E. Fig. 3(d) is
transformed image of Fig. 3(a) with the value of

transform  of model

parameter D=05. Fig. 3(e) and (f) are inverse
transformed images of Fig. 3(d).

(a) Original () D = 0.02

(dD=105 (e} D= -0.25 (f)D=-05

Fig. 3 Letter E model and its Fresnel transform
and inverse Fresnel Transform patterns

3. Watermarking using Fresnel Transform

Fourier transform provides only one spectrum
embedding data, so the embedded
information can be removed easily. To increase the
flexibility

technique using Fresnel transform.

plane for

in data hiding, we propose a new

Before our watermarking system is explained, we
first look at the generic watermarking embedding
and extracting schemes.

* Generic embedding process: Given an original
image O, a watermark W and a key K(usually the
seed of a
embedding process can be defined as a mapping of

random number generator), the
the form: I x K x W-> I and is common to all
watermarking methods.

= Generic detection process: QOutput is either the
recovered watermark W or some kind of confidence

measure indication how likely it is for a given
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watermark at the input to be present in the image
I"” under inspection.

Our watermarking system, diagrammed in Fig. 4
which
embeds a data stream by modulating the transform
Whereas

transformed and coded watermark is

is a kind of frequency domain method

domain coefficients. generally  original

model is
embedded, in our watermarking system just
transformed watermark data is embedded. It does

not need to transform an original image.

——————P» Emhedding
Image

— Original Extracting |~y
__ Watermark Fresncl Watermark
Tmage Transform Data 1

Watermark
Data 2

Watermarking System

Fig. 4 Watermarking system block diagram

3.1 Fresnel Transform and Watermarking
There are two flexibilities using  Fresnel
transform in watermarking. The first one is to
provide many transform planes for many different
types of embedding patterns with various distance
parameters of Fresnel transform {rom a watermark
image. The second one is the flexibility in
extraction of watermark data by inverse Fresnel
transform. As shown in Fig. 3, it is possible to
extract watermark data from transformed pattern. It
is the simplest and the most powerful way to
embed an image into original data.

3.2 Data Embedding and Extracting Process

According to Fresnel transform characteristics,
our watermarking scheme provides many patterns
of embedded images with an original image and a
watermark image by the flexibility of the distance
parameter D of Fresnel transform. The algorithms
of data embedding and extracting can be described
as follows:

[Extractmbedding calculation formula -

Selection of D posding *

W' = FRESNEL (W)

W e (R, 1)
W =R
E=0+W u¥kw
where
D ppedaine © the distance parameter of Fresnel

transform in embedding process:

W’ : Fresnel-transformed pattern of watermark
image:

R © real number data of W’ ;

I imaginary number data of W' ;

W e embedding pattern coded into original
image.

w . embedding parameter:

O : original image:

E : embedded image;

Iixtracting calculation formula :

Selection of D auvuetion -

R
W' = IFRESNEL(W'" . pur D)

where

D copanion - the distance parameter of TFresnel trans
form in extraction process (D poding T D xrarion= 00

O  original image:

E : embedded image;

W' e+ extracted coding datas

W't extracted watermark image,

4. Embedding and Extraction Results

In order to confirm the validity of the proposed

method, we implemented the some experiments

with a pattern image and a signaturc imagelas
watermark data) as shown in Fig. 5 and 266 X 256

sampling points are chosen.

Ksks
KSKS
KSKS

(h) Imagel () Troage?2

(a) Original

Fig. 5 Original image and watermark images
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The upper side of Fig. 6 shows the watermarking
where the distance

D coeaiing=0.1 for the

versions of original image,
parameters are chosen as

image 1 and image 2 from left to right respectively
w = 0.05

for all experiments. The lower side of Fig. 6 shows

and embedding parameter is chosen as

the extracted images from watermarked versions,

where the distance parameters are chosen as
D caraction="0.1.

And for our experiments we simply used the
PSNR(Peak Signal to Noise Ratio) and it is given

by:
PSNR=10l0g /-2 (dB)

where MSE is Mean Square Error.

Fig. 6 Watermarked versions and extracted versions
with distance parmeter D=0.1

The PSNR performance of

extracting resuits at several distance parameters D

embedding and

are given in Table 1 and 2 for the image 1 and
image 2, respectively. The results of Fig. 6 and
Table 1-2 wverify the wvalidity of our proposed
technique and show the flexibility of data hiding in
watermarking using Fresnel transform.

From the Table 1 and 2, we can find out the
fact the parameter D .pume has no influence on the
quality of embedding and extraction results(maxi

mum difference value is within 2). The qualities of

watermarked versions and extracted versions

depend on the embedding parameter W determine
the strength of intensity of embedding pattern. The
range of the values of D puune Chosen is depend
on the sampling condition of numerical Fresnel
transform, and its condition is D< Mwhere N is

the sampling numbers)[8].

Table 1 The PSNR performance of embedding results

D cnpedaing|| 0.1 0.5 1.0 50
imagel | 2771 | 2815 | 2650 | 2678 | 2658 }
image2 | 2745 | 2744 | 2745 | 2745 | 2745 1

Table 2 The PSNR performance of extracting results

—
-0.1 -05 -10 -5.0 -10

D extraction

imagel 32.29 31.00 31.64 31.29 30.68
image?2 28.35 28.41 2829 | 2849 28.36

5. Robustness Experiments

Watermark robustness under image modification
is an essential topic for copyright protection.

Any user can modify an original image to
increase quality, compress data, edit digitally, and
so on. We conducted three experiments to inspect
the robustness of our watermarking system against
compression, filtering and geometric modification,
and all images are generated by StirMark(9] for
the test of

robustness with the watermarked

version{D=0.1 and w = 0.05).
5.1 Lossy Compression
It is the most widely used procedure to store and
send digital images. The JPEG algorithm provides
a high compression ratio and the desired quality.
lossy compression tends  to

However, remove

invisible information related to the watermark.
Therefore, watermarks should combine invisibility
and robustness simultanecusly. We extracted
watermark data from reconverted images from
JPEG to raw data. Fig. 7 and Table 3 show the

robustness about image compression by JPEG.
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Table 3 The PSNR performance of extracting
results from JPEG compressed images

Quality 15% 30% 45% 60% 5%
| imagel 4.44 6.00 6.97 7.87 9.96
image?2 5.42 7.30 8.5 9.63 11.38

Quality - 75%

Quality = 15%
IFig. 7 Extracted versions from compressed images

5.2 Filtering
Users apply filtering to remove noise or to improve
the perceptual quality. This process can remove
Additionally,

develop filters specifically designed for watermark

watermarks as  well. attackers may
removal. Fig. 8 (a) and (b) show the detecting results
of watermark data from gaussian filtering versions
for the image 1, and 2 respectively, and (¢) and (d)
show the results from median filtering versions for

the image 1 and 2 respectively.

L

(a) PSNR = 10.85

—

(b) PSNR = 23.12

(¢c) PSNR = 9.51 {d) PSNR = 15.38

Fig. 8 Extracted versions from modified versions
by gaussian filtering and median filtering
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5.3 Geometric Modifications
Geometric modifications include rotation, cropping,
scaling, flipping, reflection, line and column
extraction or insertion, and combination of these.
modified

products without resorting to the original product is

Watermark detection in geometrically

a difficult task. Fig. 9 shows the extracted versions
from the rotated (7”), reduced (50%), and cropped

(509%) images of water mark versions from the left
side to the right side respectively for the image 1
and 2.

watermarking

From the robustness results of our

system, it can be said that our
watermarking system has the robustness against

filtering and geometric modifications.

Fig. 9 Extracted versions from geometrically

modified versions

6. Conclusion

A new watermarking technique by Fresnel
transform is proposed and experiments are done
resulting in confirming the validity of the proposed
technique with some types of images as watermark
images. To vary our method is further subject to
study in order to extend the proposed technique to
the public from the

watermarking  system.

experimental results, it can be said that our
technique using Fresnel transform has a possibility
to embed image data in watermarking process.
Also the extracting results from the some types of
modified images show that our method has the
resistance to lossy compression like JPEG, filtering

and geometric transformation, because even though
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the values of typical regions are changed it is
possible to reconstruct with remained components
of Fresnel-transformed pattern.

It is difficult to comment on our system with
other watermarking systems directly, because our
system use an image as watermark data. It has
been reported that it is difficult to embed an image
as watermark data in frequency domain methods
because of low robustness against attacks[10]. But
our simulation results cleared that weak point and
from a practical use of view, our scheme is fit for
the personal user level watermarking system and
extraction watermark data in software level by the

simplicity and clearness in authentication of

watermark data.
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