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I. INTRODUCTION 
 

Sensor nodes have been widely used in industry and have 
a significant impact on the efficiency of many military and 
civilian applications [1]. These nodes have been used in 
areas like monitoring toxicity levels in factories and 
gathering data from inhospitable places like battlefields, 
jungles, and other hard to reach areas. The nodes are often 
constrained in terms of energy and have low data rates 
compared to typical wireless networks. Due to the unique 
characteristics of these sensor networks, efficient routing 
algorithms have been one of the technical challenges in 
wireless sensor networks (WSNs). 

In recent studies, sensor networks that require per-
formance guarantees such as for end-to-end delay have also 

been drawing increased interest. For instance, routing of 
imaging data in a battle environment requires careful 
handling in order to ensure that the end-to-end delay is 
within an acceptable range and the images are received 
properly without any distortion.  

The bulk of research in wireless sensor nodes has been 
focused on developing algorithms that can maximize the 
lifetime of the network through efficient routing and energy 
usage. A combination of clustering methods for WSNs and 
the deployment of a mobile gateway to collect data directly 
from the source will efficiently decrease the end-to-end 
delay of real-time data transmission and at the same time it 
will efficiently utilize the energy of each node in the 
network. 

Clustering methods have attracted researchers in the past 
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Abstract 
In recent years, researchers have been attracted to clustering methods to improve communication and data transmission in a 
network. Compared with traditional wireless networks, wireless sensor networks are energy constrained and have lower data 
rates. The concept of implementing a clustering algorithm in an existing project on gateway relocation is being explored here. 
Low energy adaptive clustering hierarchy (LEACH) is applied to an existing study on relocating a gateway. The study is 
further improved by moving the gateway to a specific cluster based on the number or significance of the events detected. The 
protocol is improved so that each cluster head can communicate with a mobile gateway. The cluster heads are the only nodes 
that can communicate with the mobile gateway when it (the mobile gateway) is out of the cluster nodes’ transmission range. 
Once the gateway is in range, the nodes will begin their transmission of real-time data. This alleviates the load of the nodes 
that would be located closest to the gateway if it were static. 
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decade. The concept of clusters in WSNs was first proposed 
in the design of the packet radio network, which was mainly 
used for hierarchical routing [2]. With the continuous 
deepening of the study, to date, for constructing and main-
taining the sub-cluster network structure, different re-
searchers have proposed a large number of clustering al-
gorithms. Clustering-based networks can reduce the cost of 
the routing algorithm and the flooding broadcast so that 
mobile nodes can be easily managed and the efficiency of 
the use of network resources improved [2]. Clustering a 
WSN makes the network more manageable, improves the 
scalability of the network, and balances energy consumption 
among all nodes by preventing the nodes closer to the sink 
from using up all their energy earlier than the rest of the 
nodes. 

While existing protocols achieve soft end-to-end delay 
guarantees, their service can diminish with the increasing 
quantity of real-time data. In order to enhance the timeliness 
of the network in situations where packets start missing their 
specified deadlines, one of the solutions being explored is 
the gateway’s ability to be relocated to the source of the data 
itself. The gateway, a mobile node, will have the ability to 
relocate itself to a location where the volume of real-time 
data is high. Mobile nodes are not a new concept and have 
been proposed for remedying a number of inherent 
problems with WSNs [3] including data collection [4], 
network operational lifetime [5], and connectivity [6]. Al-
though [7] conducted a study on mobile gateways in the past, 
the researchers did not propose a solution to the problem 
where the gateway needs to constantly keep track of the last 
hop nodes. 

In this study, a clustering algorithm is implemented with 
improvements on [7]. By doing this, the gateway does not 
have to maintain contact with the last hop nodes with which 
it was able to communicate. Instead, it is only going to 
maintain its communication with cluster heads upon leaving 
the signal range of the nodes in a specific cluster. These 
cluster heads have a greater transmission range and a higher 
amount of energy for longer communication with a mobile 
node. 

The rest of this paper is organized as follows: Section II 
discusses the system model and methods. This includes the 
objectives of this paper, description of each model involved 
in the system like the clustering/routing algorithm, the 
routing mechanism for communication with the mobile 
gateway, and finally, the relocation approach. Section III 
discusses the possible outcomes of the experiment and we 
conclude in Section IV. 

 
 

II. SYSTEM MODEL AND METHODS 
 

A set of sensor nodes are distributed in an area to monitor 

particular events. These devices are battery operated and are 
limited in terms of processing capabilities. The nodes are 
grouped in clusters using a particular clustering algorithm, 
which will be discussed later. Each cluster will have its own 
cluster head, which will represent the entire group. The 
performance required from these sensor nodes dynamically 
changes depending on the importance of the data that each 
device collects. A gateway node, which is less energy-
constrained than the sensor devices, is deployed amidst the 
clusters and routinely checks for new data. This gateway is 
mobile such that it can relocate itself based on specific 
parameters. Depending on the level of importance of the 
data coming from a specific source, the mobile gateway can 
relocate itself near a cluster or within the range of a cluster’s 
head in order for it to retrieve data from the cluster’s nodes 
themselves. The mobile gateway is not informed through 
multiple hops but instead, the clusters’ heads are the devices 
responsible for informing the mobile gateway regarding the 
kind of data that their cluster is prepared to send. 

 
A. Objectives 

 
The findings and approach from both related works 

described in Section III of this paper will be combined and 
improved using the model in Section V. This proposal seeks 
to address the problems involving real-time data trans-
missions, end-to-end delay, and efficient energy manage-
ment through clustering routing algorithms. The following 
are the objectives of this proposed protocol. 

 
i. As the gateway is being relocated, the gateway should 

remain within the transmission range of some of the 
cluster heads to listen for arrival of new data on other 
clusters. 

ii. The traffic congestion should be decreased through the 
use of cluster heads that will aggregate and analyze 
data from the cluster nodes, eliminate redundant data, 
and transmit to the mobile gateway. 

iii. The scalability of the WSN should be improved by 
grouping the nodes and assigning a head for each 
cluster.  

iv. The throughput of the network should be increased by 
transmitting and processing more real-time data di-
rectly from the source. 

v. The end-to-end delay of the entire network should be 
decreased by letting the mobile gateway communicate 
directly with some of the cluster heads, therefore mini-
mizing hop counts. 

vi. Rerouting frequency should be decreased by setting the 
cluster nodes to automatically switch to communicate 
with their respective cluster heads once the mobile 
gateway goes out of range. This eliminates the need for 
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nodes to form new multi-hop paths with their neighbors 
or adjust their transmission power just to keep in touch 
with the gateway. 

 
 
B. System Model 
 

1) Clustering 
Specifically, clustering in WSNs has the following func-

tions: 
 

• Cluster heads act as routers for information. Nodes only 
have to deal with local information. 

• If the network is divided into the hierarchical structure 
which is based on the clusters, then it will extend the me-
thod of the cellular networks to the WSN. 

• Cluster heads act as data processing centers. They com-
press and fuse redundant information in order to effect-
tively reduce the network load and extend the network 
lifetime. 

 
According to the system requirements of the network, the 

clustering algorithm divided the network into several 
clusters. The basic performance indicators are as follows: 

 
• The algorithm should be fully distributed. Each node 

should only depend on local information to make deci-
sions independently. 

• The algorithm should have low time complexity and 
message complexity. 

• After the algorithm runs, nodes in the network should be 
uniquely identified as either the cluster heads or ordinary 
nodes. 

• The algorithm should have good stability. In the sub-
cluster network structure, dynamic movement nodes can 
frequently join or leave a cluster, and because the battery 
power runs out in some nodes, it can lead to changes in 
the network topology and thus affect the stability of the 
system. More seriously, intense mobility of the cluster 
node can sometimes result in the update of the first cluster 
node and reconfiguration of the network; frequent updates 
of the first cluster node will introduce a larger cost of 
computation and communication. This can seriously af-
fect the performance of other network protocols, such as 
packet scheduling, routing, and resource management. 

• The clustering algorithm should be simple and efficient. 
 

The goal of the clustering algorithm is to construct cluster 
sets that include all of the user nodes, and can better support 
resource management and interconnection of the routing 

protocols. In this study, the clustering algorithm used is 
further improved to support communication with a mobile 
gateway. Cluster heads are designed to communicate di-
rectly with the mobile gateway instead of ordinary nodes 
using multiple hops to relay messages to the mobile gateway. 

 
2) LEACH 
LEACH is low-power, adaptive, and clustering routing 

algorithm, which was designed for WSNs [8] at MIT. 
Compared to the general flat multi-hop routing protocols 
and static clustering algorithms, LEACH can extend the 
network lifecycle mainly through the randomly selected 
sub-cluster leader. LEACH defines the concept of "round". 
One round consists of two phases, the initialization phase 
and the stability phase. In order to avoid the extra processing 
cost, the stabilization phase should last for a relatively long 
time [2]. 

The LEACH algorithm randomly selects cluster heads; it 
can evenly distribute high energy consumption to all nodes 
on the network by using rotation of the election so that 
nodes that have no energy can be randomly distributed. In 
addition, the LEACH algorithm uses a hierarchical struc-
ture; cluster heads reduce the energy consumption of data 
transmission through the data fusion mechanism, and there-
fore compared to the general multi-hop routing protocols 
and static clustering algorithm, LEACH can extend the net-
work lifecycle by 15% [2]. 

 
3) Real-Time Routing Mechanism – Communication 

with Mobile Gateway 
In [7], each node employs a packet scheduling discipline 

that approximates generalized processor sharing (GPS). 
Each sensor node is considered to be a source of different 
real-time data originating from multiple flows. The service 
ratio “r” is the bandwidth ratio set by the gateway and is 
used in allocating the amount of bandwidth to be dedicated 
to the real-time and non-real-time traffic on a particular 
outgoing link. This value is also used to calculate the 
service rate for each type of traffic on that particular node, 
with (rm )μ and (1- rm)μ being the service rate for real-time 
and non-real-time data, respectively, on sensor node m. In 
this case, rm for the real-time queue on a node is the 
summation of link shares of all real-time flows passing 
through that node as shown in Fig. 1. However, in this 
paper, the gate-way does not communicate with the 
individual nodes to determine the amount of real-time 
traffic in a particular cluster. Instead, it only communicates 
with the cluster heads. 
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Fig. 1. Queuing model. RT: real-time, NRT: non-RT. 

 
4) Relocation Approach 
There are three issues to consider in gateway relocation. 

These are when to relocate the gateway, where to put it, and 
how to handle its motion without disrupting data traffic. In 
this subsection, we will discuss these issues and then state 
our algorithm to handle such issues. 

When to move: first of all, the time for such relocation 
should be decided based on some performance 
observations such as the miss ratio. The miss ratio is 
indirectly related to finding proper r-values in our 
underlying approach. It should be noted that our approach 
for real-time routing basically tries to find an r-value by 
considering every path from the source of real-time traffic 
to the gateway. In cases where a proper r-value between 0 
and 1 cannot be found, the connection is simply rejected 
and the path is not established. In the case of this paper, 
such performance observations are fused by the cluster 
heads and are sent to the mobile node for analysis as in Fig. 
2. The cluster heads will then transmit to the mobile node 
the amount of real-time data a cluster has. 

 
 

 
Fig. 2. Mobile gateway listening to cluster heads. 

Where to move: the mobile node will move towards the 
cluster if it has a greater amount of real-time traffic to be 
transmitted than the rest of the clusters as shown in Fig. 3. 
This will helpful in two ways: 1) It will help in decreasing 
the average end-to-end delay since the number of hops for 
data packets to travel will be decreased, and 2) it will help in 
admitting more real-time flows since the load is alleviated 
by splitting the traffic. 

How to move: in [7], one of the issues in moving the 
gateway is the data transmission. It will be unacceptable to 
increase packet losses on some data paths. The gateway 
motion handling mechanism tries to maintain continual 
packet delivery to the gateway through the adjustment of the 
transmission power of some sensors or via designating some 
forwarders to extend the current routes. However, in the 
case of this paper, maintaining transmission with the nodes 
is not necessary since the gateway, upon reception of the 
communication of another cluster head with a greater 
quantity of real-time data, will switch to communicate with 
the cluster heads, leaving the nodes to communicate with 
the mobile gateway and send their transmissions via their 
cluster head. 
 

5) Proposed Algorithm 
Like in [9], the gateway moves in strides but instead of 

moving to reach intermediate positions which are 
approximated using curves in analytical geometry, it moves 
based on the signal range and location of the cluster heads 
of each group of sensor nodes. 

Cluster heads communicate with each other to reach the 
mobile gateway using multiple hops so that ordinary nodes 
can reserve their energy for sending important data once the 
gateway is within their reach. When a cluster head dies, 
another high energy node is elected. It is also possible for 
the cluster heads to be capable of energy harvesting. 

 
 

 
Fig. 3. Gateway relocated to cluster with real-time data. 
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The proposed algorithm is shown in Fig. 4. 
 
 

 

Fig. 4. Pseudo-code for handling gateway decisions. 

 
 

 
Fig. 5. Total energy for different reroute periods and sensors (result from 
[8]). 

 
Fig. 6. Pseudo-code for handing cluster node behavior. 
 
 

The algorithm presented in this paper will lessen the 
frequency of rerouting by redirecting all of the sensor nodes 
to the cluster head once the mobile gateway goes out of 
range. The algorithm for this function is shown in Fig. 6. 

 
 

III. PREDICTED RESULTS 
 

The results in Fig. 5 from [8] showed very meaningful 
results but could be further improved using this algorithm in 
future experiments. One of the problems addressed by the 
researchers in [9] is the rerouting overhead. Frequent 
adjustment of the network topology due to the movement 
of the gateway out of the range of the sensor nodes causes 
this overhead in terms of energy consumption. 

Rerouting overhead – unlike [9], this algorithm will have 
less rerouting because when the gateway moves away to 
another cluster and becomes unreachable for the cluster 
nodes, the nodes will simply switch to communicating and 
sending data to the cluster head, which will be the one 
responsible for communicating with the mobile gateway via 
the other cluster heads. In [9] if a gateway becomes un-
reachable, it instructs the cluster nodes to adjust the trans-
mission power of their radio to cover the gateway’s next 
move. This may not be very energy efficient. 

Delay and timeliness – delay of the transmission of real-
time data will be put to a minimum since the gateway knows 
which cluster has the largest quantity of real-time data to 
send and relocates itself over to that cluster while continuing 
to check the data from other clusters via their cluster heads. 

Energy consumption – energy consumption will be de-
creased due to the load on the nodes being alleviated by the 
actions of the cluster heads and the mobile gateway. 

Throughput – more real time data will be received by the 
gateway. Redundant data will be fused and processed by the 
cluster heads, eliminating the need of the nodes to send 
large amounts of redundant data over multiple hops. Instead, 

Bool checkGatewayPresence() 
 
if (gateway within range) 
{ 
   return true; 
   //this will tell the nodes to continue 
   //sending their data to the gateway 
} 
else 
{ 
   return false; 
   //this will tell the nodes to reroute 
   //all packets toward the cluster head 
 
} 

findDestinationCluster() 
 
for (total simulation time) 
{ 

for (each j cluster heads) 
{ 

Listen for cluster head communication 
 evaluateData(); 
 Compare all cluster head data 
  Compare Function 
 Choose 
} 

   //Set back off timer until gateway 
   //reaches destination then listen again 
}  
 
evaluateData() 
for (all nodes in cluster) 
{ 
   Collect data 
   Evaluate 
   ∑ importance of data from nodes in cluster 
   if (Sum of data greater than threshold) 
   { 
      Send GO signal to mobile gateway 
         if (selected by gateway) 
    Nodes forward to gateway 
           if(checkGatewayPresence()) 
               Nodes forward to gateway 
           else if(!checkGatewayPresence()) 
               reroutePacketsToClusterHead(); 
         if (Not selected by gateway) 
    Continue relaying via cluster heads 
    
   else if (Sum of data below threshold) 
   { 
      Do nothing, continue sending data 
   } 
} 
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the cluster nodes need only to communicate with their 
cluster head, which will, in turn, transmit the data to the 
gateway. When the gateway receives the data and classifies 
it as important or detects that that particular cluster has more 
data to send, the gateway will move towards that cluster of 
nodes to gather real-time data. 

 
IV. CONCLUSIONS 
 

The proposed algorithm will solve some of the problems 
in previous research work specifically the following: 1) it 
will eliminate the need to maintain the same routes from the 
last hop nodes. Forwarder nodes will not be necessary 
because there are cluster heads that will be responsible for 
communicating with the mobile gateway; 2) the mobile 
gateway will never go out of the transmission range because 
it only has to maintain its communication with the cluster 
heads, which have significantly more energy than the rest of 
the nodes in the cluster and will have a higher transmission 
range; and 3) the rerouting frequency of the nodes that 
directly communicated with the mobile gateway will be 
eliminated because once the mobile gateway is out of reach, 
these ordinary nodes will automatically switch their 
transmission to their respective cluster heads. 

This proposed protocol will greatly affect the timeliness 
of the data being received by the gateway. Due to the 
relocation of the gateway and the effective communication 
of the clusters, delays of real-time and highly important data 
will be minimized. The energy consumption of all the nodes 
will also be lessened due to the cluster head’s fusing of all 
the data in its cluster. This proposal will also significantly 
affect the throughput of the entire network. More real-time 
data will be received and redundant data will be eliminated 
at the cluster-level. 

 
 

ACKNOWLEDGMENTS 
 
This research was supported by the Basic Science Research 

Program through the National Research Foundation of Korea 
(NRF) funded by the Ministry of Education, Science and 
Technology (2012-0008065). 

REFERENCES 
 
[1] M. Younis, M. Youssef, and K. Arisha, “Energy-aware routing in 

cluster-based sensor networks,” in Proceedings of the 10th IEEE 
International Symposium on Modeling, Analysis and Simulation of 
Computer and Telecommunications Systems, Fort Worth: TX, pp. 
129-136, 2002. 

[2] Q. Bian, Y. Zhang, and Y. Zhao, “Research on clustering routing 
algorithms in wireless sensor networks,” in Proceedings of the 
International Conference on Intelligent Computation Technology 
and Automation, Changsha, China, pp. 1110-1113, 2010. 

[3] P. Angove, M. O’Grady, J. Hayes, B. O’Flynn, G. M. P. O’Hare, and 
D. Diamond, “A mobile gateway for remote interaction with 
wireless sensor networks,” IEEE Sensors Journal, vol. 11, no. 12, 
pp. 3309-3310, 2011. 

[4] F. J. Wu, C. F. Huang, and Y. C. Tseng, “Data gathering by mobile 
mules in a spatially separated wireless sensor network,” in 
Proceedings of the 10th International Conference on Mobile Data 
Management: Systems, Services and Middleware, Taipei, Taiwan, 
pp. 293-298, 2009. 

[5] Y. Yang, M. I. Fonoage, and M. Cardei, “Improving network 
lifetime with mobile wireless sensor networks,” Computer 
Communications, vol. 33, no. 4, pp. 409-419, 2010. 

[6] E. Ekici, Y. Gu, and D. Bozdag, “Mobility-based communication in 
wireless sensor networks,” IEEE Communications Magazine, vol. 
44, no. 7, pp. 56-62, 2006. 

[7] K. Akkaya and M. Younis, “Relocation of gateway for enhanced 
timeliness in wireless sensor networks,” in Proceedings of the IEEE 
International Conference on Performance, Computing, and 
Communications, Phoenix: AZ, pp. 471-476, 2004. 

[8] A. Chandrakasan, H. Balakrishnan, and W. R. Heinzelman, 
“Energy-efficient communication protocol for wireless microsensor 
networks” in Proceedings of the 33rd Annual Hawaii International 
Conference on System Sciences, Maui: HI, 2000. 

[9] K. Akkaya and M. Younis, “Energy-aware routing to a mobile 
gateway in wireless sensor networks,” in Proceedings of the IEEE 
Global Telecommunications Conference Workshops, Dallas: TX, pp. 
16-21, 2004. 

 
 
 
 

 
 
 

 

Nico N. Encarnacion 
graduated from West Visayas State University in Iloilo City, Philippines with a Bachelor’s degree in information 
technology. He is currently earning his Master’s degree in information and communications engineering at Kunsan 
National University studying wireless sensor networks and energy harvesting in the Ubiquitous Systems Laboratory. 



Context-Aware Mobile Gateway Relocation Scheme for Clustered Wireless Sensor Networks 

http://jicce.org 371

 
 
 
 
 
 
 
 
 

Hyunho Yang 
received Bachelor’s and Master’s degrees in electrical engineering from Kwangwoon University, Korea in 1986 and 
1990, respectively. He received a Ph.D. in information and communication from Gwangju Institute of Science and 
Technology (GIST) in 2003. Now he is an associate professor of the Department of Information and 
Telecommunication Engineering, Kunsan National University. His research interests include wireless data 
communication, ad-hoc networks, and wireless sensor networks. 

 

 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Remove
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Impact
    /LucidaConsole
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
  >>
>> setdistillerparams
<<
  /HWResolution [1200 1200]
  /PageSize [612.000 792.000]
>> setpagedevice


