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In this paper, we investigate the capture effect through 
experiments conducted with Iris nodes equipped with 
AT86RF230 radio transceivers. It is shown that the first 
arriving packet in a collision can capture the radio 
channel for equal power transmissions and may be 
decoded depending on the amount of overlap. A new 3-
packet-capture scenario is introduced and implemented. 
To be able to understand the impact of capture on the 
throughput performance of wireless sensor networks, we 
present an analysis of the capture coefficient using our 
practical results. For real-world implementations, the 
throughput of pure ALOHA considering a finite number 
of users is presented in analytical form. The capture 
coefficient is then applied to pure ALOHA as a case study. 
Using analytical and practical implementations of the 
capture effect on ALOHA, a very good match in channel 
throughput performance enhancement is demonstrated 
over the non-capture effect case. TinyOS-2.x is used to 
program the nodes and to observe data exchange on a 
computer through a base station. 
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I. Introduction 

Medium access control (MAC) protocols for wireless sensor 
networks (WSNs) are designed to regulate and control user 
access to a shared medium. In the design of most MAC 
protocols, a prominent assumption about the integrity of the 
received packets is that they will be corrupted and not correctly 
received when there is concurrent reception. The main function 
of a MAC protocol is to detect, resolve, and avoid collisions. 
Collision avoidance is a crucial task in WSNs, since all packets 
that are lost in a collision have to be discarded and 
retransmitted [1]. An effective collision avoidance scheme is a 
prerequisite for an ideal protocol, since a good MAC scheme 
will be able to sense a clear channel before attempting a 
transmission. In a poor scheme, collisions cause waste of 
channel resources, with the consequence of low throughput 
and high delay.  

It is commonly assumed that when two or more senders 
transmit simultaneously over the same channel, a packet 
collision occurs at the receiver, resulting in packet loss and the 
failure of all colliding packets. However, through the capture 
effect, packets from the strongest user may be successfully 
received in the presence of the simultaneous reception 
(collision) of packets. WSNs can benefit from the capture 
effect, which would enhance the throughput performance of 
the associated MAC protocols. This paper explores this 
phenomenon practically, contributing the following; 
■ This is the first practical study on capture for equal power 

transmissions. 
■ A new 3-packet-capture scenario is introduced and tested, 

extending prior work for realistic systems. 
■ A capture coefficient, the packet reception rate in collisions, is 

derived for any capture scenario based on packet length. This 
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enables the capture effect to be incorporated into the 
performance evaluation of WSNs through simulation. 
The capture coefficient is determined in terms of the degree 

of packet overlap and probability of any value of overlap 
occurring, up to the packet size. It is shown that the impact of 
capture is dependent on packet length because the capture 
effect does not occur beyond a certain overlap length. The 
capture coefficient is then adapted so that it can be used 
numerically to generate further results and predict the impact of 
capture on larger networks. 

ALOHA schemes are a good example of simple MAC 
protocols, which are appropriate for lightly loaded networks 
but suffer from the drawbacks of employing a blind 
transmission strategy. ALOHA-based techniques are important 
for certain categories of wireless personal networks and WSNs 
such as those based on radio-frequency identification (RFID) 
systems that have limited memory and power capabilities. The 
pure ALOHA scheme, essentially the easiest and simplest 
technique, allows users to transmit their packets as soon as they 
have a packet for transmission, requiring no pre-coordination 
with other users accessing the transmission medium. One of 
the main assumptions in modelling this scheme is that the 
colliding packets (either fully or partly) will be lost. A packet 
transmission can be started at any time, so packet overlapping 
can occur to different extents. To demonstrate and quantify the 
impact of the capture effect on the throughput of pure ALOHA, 
a pure ALOHA network with a finite number of users is 
initially considered. The throughput calculation with a finite 
number of users through the binomial formula is presented. 
Then we calculate the probability of 2-packet- and 3-packet- 
capture scenarios occurring in the pure ALOHA. These 
probabilities are then multiplied by the capture coefficient 
derived to incorporate the impact of capture on the pure 
ALOHA throughput. Finally, we present the pure ALOHA 
throughput formula with finite users and the capture effect. We 
show that the throughput, with or without capture effect, 
decreases with an increasing number of users. The throughputs 
of two systems, one with four users and one with twelve users, 
are systematically analyzed, providing both analytical and 
practical results. Later, the impact of packet size on the 
throughput of the 12-user system is rigorously analyzed, 
considering three different packet sizes. Finally, we study the 
throughput with a high number of users.      

The rest of the paper is organized as follows. Related work is 
covered in Section II. In Section III, the capture phenomenon is 
described and common scenarios are defined. In Section IV, 
the methodology of this study is presented, including the 
testbed, hardware, and software used. The results of the capture 
effect scenarios and the capture coefficient are then presented 
in Section IV. Section V analyzes the throughput of the 

ALOHA protocol with a finite number of users and the capture 
effect. The throughput performance evaluation of the pure 
ALOHA is presented in Section VI. Finally, Section VII 
concludes the paper. 

II. Related Work 

Theoretical studies of the capture effect have been 
undertaken to understand packet reception in the presence   
of interference and to improve the performance of sensor 
networks. An early study [2] utilized a perfect capture model, 
in which the packet with the highest received power is always 
received, thereby achieving dramatic improvements in 
throughput and delay reduction. Later, researchers [3] proposed 
a signal-to-interference-plus-noise ratio (SINR)–based capture 
model. If the SINR of a received packet is above a specified 
threshold, then the received packet is captured.  

In the literature, there have been few practical studies [4]–[7] 
of the capture effect. Reference [4] empirically observed the 
capture effect from real-life measurements using Prism2 
chipset wireless cards with IEEE 802.11b. They showed that a 
strong packet can be decoded either when it arrives first or last 
but within the preamble of the first arriving packet. In [5], the 
packet reception rate for a single sender and interferer is 
presented; the measurements were conducted using Mica2 
nodes equipped with CC1000 radios. They identified a critical 
threshold value such that if the SINR exceeds the threshold 
value, there is a high probability that capture will be achieved. 
Also, the measured threshold value increases with varying 
numbers of interferers. In [6], the frame reception rate is given 
against different PHY bit rates, based on the signal-to-
interference power ratio (SIR), taking the arrival timing of the 
received packets into account. The capture effect in IEEE 
802.15.4 networks is presented in [7], providing a 
mathematical model using 13192-SARD and 13192-EVB 
boards equipped with MC13192 radio transceivers. They give 
the packet capture probability versus C/I ratio, the carrier 
power (C), and the sum of the interfering carrier powers (I), 
with up to four interferers. They carried out both simulation 
and testbed validation for comparison and achieved a very 
good agreement. 

The capture effect has been thoroughly studied through 
theoretical work on the throughput of ALOHA networks. 
Throughput can be measured in Erlangs, where one Erlang 
corresponds to a single channel in use 100% of the time, or 
equivalently, ten channels each in use 10% of the time. For 
example, the maximum throughput of Slotted ALOHA 
network is around 0.36 Erlangs when assuming a finite-user 
network and no capture effect. This implies that 36% of the 
channel capacity can be used for useful data reception, but it 
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has been markedly increased to nearly 0.53 Erlangs by 
exploiting the capture effect using two power groups; one 
transmitting at a relatively high power and the other at a 
relatively low power [8]. In [9], the maximum throughput of 
Slotted ALOHA was shown to be increased to 0.65 Erlangs, 
assuming that one of the colliding packets can survive a 
collision and be received. In the case of pure ALOHA, the 
maximum throughput can be increased from 0.18 Erlangs to 
0.26 Erlangs by exploiting the capture effect where users 
randomly select from one of two power levels from a given set 
[10]. The higher power level is chosen according to a pre-
defined power capture threshold of the receiver in which the 
packets with the higher power can be successfully received. 
However, this is a theoretical study that did not consider real-
world sensor node characteristics, so it only represents an 
analytical analysis of accounting for the capture effect in pure 
ALOHA.  

III. Capture Scenarios and Methodology 

Much of the prior work on the capture effect assumes two 
overlapping packets in one of two situations. In case 1, the 
strong packet arrives first and the radio transceiver 
synchronizes to it. As long as it has sufficient power, it is 
received normally. In case 2, the stronger packet arrives later, 
the radio transceiver synchronizes to the weak packet and 
reception fails, resulting in both packets being lost because the 
strong packet corrupts the weak packet. Figure 1 demonstrates 
the two possible capture cases. 

In this study, the capture effect phenomenon is considered by 
using the same transmission power level, so that case 1 is 
identical to case 2, which will be called here 2-packet-capture. 
In practice, the capture features of radio transceivers depend on 
their hardware design and implementation, particularly the 
modulation and decoding scheme. For example, in the case of 
“stronger last,” it is possible that a radio allows the stronger 
packet to resynchronize with itself. Therefore, as in the case of 
“stronger first,” the strong packet is received as long as it 
carries sufficient power. For example, [4] empirically shows  
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Fig. 1. Common capture cases: (a) stronger first (case 1) and (b) 
stronger last (case 2). 
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Fig. 2. Stronger last, but it is within the preamble of weak packet.
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Fig. 3. 3-packet-capture scenario: (a) consecutive packets and (b) 
simplified model. 
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that the strong packet can be captured if it arrives later but 
within the preamble of the first arriving packet. This case is 
illustrated in Fig. 2. Moreover, as in case 2, it has been shown 
that the strong packet can be captured regardless of the timing 
relation with the first arriving packet [6]. As described in the 
next section, the length of the preamble is very short so that its 
transmission time is tiny. Also, use of the same transmission 
power level may not allow the radio to resynchronize to the 
second arriving packet within the preamble of the first arriving 
packet. Hence, we did not consider this case. 

In the case of a higher traffic density in a network, we study a 
more realistic condition. Successive packets may arrive with 
small time differences, as depicted in Fig. 3. In this case, a 
simplified model, which will be called here as 3-packet-capture, 
is practically evaluated.  

TinyOS is a richly documented open-source operating 
system, specifically designed for tiny low-power wireless 
devices [11]. It is aimed at low-cost, low-power operation and 
provides a large number of components that are statically 
linked together through their interfaces. Each application 
specifies the set of components used. In some ways, 
components are very similar to objects in traditional object-
oriented programming.  

Iris nodes [12], manufactured by Crossbow Technology, are 
IEEE 802.15.4–compliant devices that operate in the 2.4 GHz 
(ISM) band and are used specifically for making up low-power 
WSNs. They feature an ATmega1281 low-power 
microcontroller and an AT86RF230 radio transceiver [13]. 
TinyOS-2.0 provides software support for the design 
specifications of Iris nodes. AT86RF230 has an internal    
128 byte Frame Buffer, which is shared between transmission 
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Fig. 4. Packet format with lengths in bytes. 
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Fig. 5. Capture effect application environment; three senders, one 
receiver in the middle, and a base station. 

 
and reception, and it can only keep track of one TX or RX 
frame at a time (half-duplex communication). The IEEE 
802.15.4 employs clear channel assessment (CCA) and back-
off in the physical layer to ascertain whether the medium is 
occupied. In this study, CCA and back-off were disabled to 
allow concurrent transmissions and to enable ALOHA to be 
implemented. 

The complete packet structure provided by IEEE 802.15.4 is 
shown in Fig. 4. The length of a packet can be varied up to  
128 bytes by adjusting the payload length. The packet structure 
used in all of our experiments is shown in Fig. 4.  

Successful reception of a packet is performed in two stages 
at the radio transceiver: valid preamble detection for 
synchronization and the CRC check for accuracy of the 
packets, which includes the headers and data payload fields. 
When the radio detects the preamble of a packet, it 
synchronizes and locks onto this packet. If the data has not 
been corrupted, then it is passed to the CRC check stage. In 
terms of the two capture scenarios described, the experiments 
conducted with Iris nodes confirm that reception of a packet in 
a collision condition is only successful in the case where a 
stronger packet arrives first (case 1).  

All the experiments were conducted in an indoor, closed-
office environment where the surrounding objects were 
stationary. All the nodes were in range of each other and were 
deployed at the same distance (15 cm) from the receiver, 
transmitting at the same power level. A view of the testbed is 
shown in Fig. 5.  

The purpose of deploying the nodes at a short range from the 
receiver was to maximize the signal-to-noise ratio of the 
received packets at the receiver and to minimize multipath 
effects. A computer linked to the base station was used to 

observe data exchange. 

IV. Experimental Results 

1. Calculating Capture Coefficient 

In most existing simulation and analytical models for 
throughput calculation, researchers would make the 
assumption that all packets involved in a collision are 
completely lost. However, this is not a realistic assumption. 
Therefore, if the probability of collision can be analytically 
expressed, depending on the system, then the effect of capture 
can be simply incorporated into the overall system 
performance (throughput). If the probability of collision is 
known and the packet reception rate in collision conditions is 
also known, then the capture effect can be estimated 
theoretically and incorporated into the prediction of the 
throughput performance by multiplying the probability of 
collision by the packet reception rate in collisions. This is referred 
to as the capture coefficient in association with a packet length.  

To derive the capture coefficient precisely, we assume that 
the number of overlapping bytes in collisions is uniformly 
distributed. This means that the probabilities associated with 
the numbers of possible bytes of overlap occurring are all equal. 
The number of possible bytes of overlap can vary from zero to 
anything up to and including the length of the packet. The array 
of capture probabilities for each overlap length is defined as Cp; 
that is, Cp[1], Cp[2], … , Cp[packet length]. The individual 
contribution of each overlap amount to the capture coefficient 
is given as  

p[ ]
 ,
C i

L
                (1) 

where i denotes the number of bytes of overlap and L is the 
length of a packet in bytes. Therefore, the capture coefficient 
(C) is the sum of all of the individual contributions, which is 

 p p p p[1] [2] [3] [ ]
.

C C C C L
C

L L L L
           (2) 

Therefore, the capture coefficient is the arithmetic average of 
the capture probabilities; that is, 

p1
[ ]

 .

L

i
C i

C
L
                    (3)           

This coefficient can be used analytically to add the impact of 
capture to the throughput performance of MAC schemes in 
simulation. To demonstrate this, new throughput figures are 
obtained by applying the capture coefficient and are compared 
with practical results obtained from the testbed for the ALOHA 
protocol in Section VI.  
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Table 1. 2-packet-capture scenario: mean number of captured packets and capture probability for each overlapping ratio. 

Number of 
overlapping bytes 

0 5 10 15 20 25 30 35 40 45 50 

Mean 6,000 5,945 5,290 4,266 3,605 2,744 1,836 1,155 540 136 0 

Capture probability 1 0.99 0.88 0.71 0.60 0.45 0.30 0.19 0.09 0.02 0 

 

 
 

Fig. 6. Average number of captured packets with variability. 
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2. 2-Packet-Capture Scenario 

A packet transmission can start at any time, so packet 
overlap can vary. In this study, the number of overlapping bytes 
in a collision is systematically increased until the capture effect 
does not occur. To create packet collisions, the time between 
the colliding packets must be carefully adjusted. The minimum 
overlapping length was chosen as five bytes, and it was 
increased in 5-byte steps until the capture effect did not occur. 
The reason for choosing 5-byte steps is to precisely arrange the 
time between the colliding packets as the time for transmitting 
a single bit is tiny.  

The number of observed collisions has to be sufficiently 
large to give meaningful results. It was found that 6,000 or 
more collisions would enable us to calculate the average 
number of successful captures reliably. Figure 6 shows a graph 
of the results with the variability from the average included. To 
see the possible differences when the system restarts, we ran 
each overlapping ratio one hundred times. Table 1 presents the 
practical results: the mean number of packets captured over the 
hundred runs, with respect to various overlapping lengths, and 
the capture probabilities for each overlapping length.  

The results given in Table 1 show that the capture of the first 
arriving packet always occurs if there is no overlap between 
packets. However, there is no capture when the length of 
overlap exceeds 50 bytes. The reason is that the SINR is below  

 
the sensitivity threshold of the radio transceiver. Between these 
limits, as the overlap length increases, the number of capture 
events reduces, as noted by the mean values. 

3. 3-Packet-Capture Scenario 

In this model, the possible reception scenarios at the receiver 
are (see Fig. 3(a)) as follows: 
■ Reception of a third packet (detection of preamble and CRC 

check) in the presence of second-packet interference. 
■ If reception of the third packet fails, then the possibility of 

detecting the preamble of a fourth packet arises. 
■ If reception of the fourth packet fails, then the possibility of 

detecting the preamble of a fifth packet arises, and so on. 
To make the implementation of this scenario more practical, 

we used the simplified model shown in Fig. 3(b). In this model, 
the first and second packets comprise the 2-packet-capture 
model, as described previously. The overlap between the first 
and second packets is a small fixed length, and the radio 
always detects the preamble of the first packet. Therefore, the 
second packet causes distortion on the detection of the 
preamble of the third packet. The overlap length between the 
second and third packet is created by adjusting the transmission 
time of the third packet. The focus is now only on the reception 
of the third packet using the same overlapping technique 
implemented earlier. The outcome of this scenario is presented 
in Table 2, where the mean of number of packets captured is 
calculated over one hundred runs. 

It can be seen from these results that nearly half of the 
packets are missed with only a 5-byte overlap of packets 2 and 
3. This is because packet 3 has its entire preamble and 
synchronization fields distorted by the tail end of packet 2 
(since these segments are five bytes long). When the overlap 
length exceeds 40 bytes, no packets are captured. Note that this 
is a lower threshold than the experiment with 2-packet-capture 
because half of the packets have already been lost at the 
preamble detection stage and the initial five bytes of overlap. 

4. Adapting Capture Coefficient 

To adapt the capture coefficient to this study, we 
approximated the length of a packet to be a multiple of five 
bytes. The overlap length was increased in 5-byte increments,  
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Table 2. 3-packet-capture scenario: mean number of captured packets and capture probability for each overlapping ratio. 

Number of overlapping bytes 0 5 10 15 20 25 30 35 40 

Mean 6,000 3,102 2,960 2,264 1,554 873 401 35 0 

Capture probability 1 0.51 0.49 0.37 0.25 0.14 0.06 0.005 0 

 

 
and similarly, the probabilities associated with all of the 5-byte 
increment overlaps are equivalent. The array of capture 
probabilities, Cp5, is given in Tables 1 and 2. Finally, the capture 
coefficient, C, is given by 

 

/5

p51
C [ ]

 .
/5

L

i
i

C
L
                   (4)                                                              

This coefficient has been used to add the impact of capture to 
the throughput of pure ALOHA in Section VI. 

V. Analysis of ALOHA Protocol 

1. Throughput Analysis of Pure ALOHA with Finite Users 

A large body of prior work has studied the throughput of 
ALOHA networks assuming an infinite number of users   
[14]. However, for practical deployments, it is essential to 
recalculate the theoretical throughput with a small number of 
users. Some research has addressed the throughput of Slotted 
ALOHA with finite user numbers, as in [15], or through 
binomial distribution, as in [16]. However, an extensive review 
of the literature has not revealed the same analysis for the pure 
ALOHA case. In this section, the throughput calculation of 
pure ALOHA with a finite number of users is presented based 
on the binomial distribution. Consider n users, where each user 
transmits a packet with the same probability (p) based upon  
the channel traffic level. For a successful transmission, there 
should be no overlapping transmissions before or after the start 
time of a packet, as illustrated in Fig. 7.  

The probability of k arrivals/transmissions from n users in 
the time duration of one packet can be given by the binomial 
distribution as 

!
( in ) (1 ) .

!( )!
k n kn

p
k n k

P k n p 


          (5) 

Therefore, the probability of only one arrival/transmission from 
the n users is 

 
1

1

1!
1

1! 1 !
(1 in ) ( )

(1 ) .

n

n

n
p pP

n
n

np p 



 


         (6) 

The probability of no arrivals/transmissions before the start 
time of Packet 1 is 

 

 

Fig. 7. Successful transmission in pure ALOHA. 
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The probability of a packet arriving and being transmitted in 
a period equal to the packet transmission duration (p) is related 
to the channel traffic by the following equation: 

 
1

  ,p G
n

                   (8)           

where G denotes the channel traffic in Erlangs (equivalent to 
the average number of packets arriving/being transmitted in the 
packet transmission time) and n is the total number of users in 
the system; the throughput of which can be calculated as 
follows: 

 

 
1 1

2( 1)

Throughput (1 in ) 0 in ( 1)

(1 ) (1 )

1 ) .(

n n

n

P n P n

np p p

np p

 



 

  

 

       (9)  

2. Throughput Analysis of Pure ALOHA with Capture 
Effect 

The probabilities of 2-packet-capture and 3-packet-capture 
based on the scenarios described previously are derived for  
the pure ALOHA scheme. Then, these probabilities with the 
capture coefficient are added to the throughput of pure 
ALOHA. There are two cases for the collision of two packets, 
depicted in Fig. 8. 

 The probability of a 2-packet collision is the summation of 
the two cases; that is,  

P (collision of two packets) = P(case 1) + P(case 2).  (10) 

The probability of a 2-packet collision in case 1 is 
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Fig. 8. Two possible cases for collision of two packets: (a) case 1 
and (b) case 2. 
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Fig. 9. Two possible cases for collision of three packets: (a) case 
1 and (b) case 2. 
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The probability of a 2-packet collision in case 2 is 
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Combining the two cases, the probability of a 2-packet 
collision is 

2( 2)
2 2 3(1 )

 ( 1) (1 ) .
2

n
np

n n p p


 
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       (13) 

Having calculated the probability of 2-packet-capture, we now 
derive the probability for the 3-packet-capture scenario, which 

again includes two cases, as shown in Fig. 9. 
Similarly, the probability of 3-packet collision is the 

summation of the two cases; that is, 

 P (collision of three packets) = P(case 1) + P(case 2).  (14) 

The probability of 3-packet collision in case 1 is 
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And the probability of 3-packet collision in case 2 is 
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Combining the two cases, the probability of a 3-packet 
collision is 

 
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Using the capture derived, coefficient the throughput 
accounting for the capture effect is given by 
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where C2 denotes the capture coefficient for 2-packet collision 
and C3 for 3-packet collision.  

VI. ALOHA Performance Evaluation 

The testbed consists of transmitters and a single receiver, all 
in range of each other. Figure 10 presents a view of the testbed. 
Each node generates a packet with exponentially distributed 
inter-arrival time and immediately transmits it. The packet 
inter-arrival time fits an exponential distribution, which is a 
practical model. Each node has the same average inter-arrival 
time, which is given as below 

 
 ,

LN
I

GD
                   (19) 

where I denotes the average packet inter-arrival times, L is the 
packet length, N is the number of nodes in the network, G is the 
generated traffic, and D is the data rate of the channel. The 
transmit power of all packets is set to the same level. Table 3 
summarizes the implementation parameters. 

Figures 11 and 12 show the practical throughput 
characteristics for the 4- and 12-node systems, respectively and  
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Table 3. ALOHA implementation parameters. 

Parameters Values 

Channel bit rate 250 kbits/s 

Packet length 50, 75, 100, and 125 bytes 

Transmit power 2 mW 

Number of transmitters 4 and 12 

 

 

 

Fig. 10. ALOHA implementation testbed; a receiver in the
middle, and transmitters: (a) 4-user ALOHA system
and (b) 12-user ALOHA system. 

(a)  

(b)  

 
 

 

Fig. 11. ALOHA throughput with four users. 
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Fig. 12. ALOHA throughput with twelve users. 
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Fig. 13. ALOHA throughput with 12 users in association with
packet lengths. 
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are compared to the finite-user analytical model with and 
without the capture coefficient. The standard infinite-user  
curve is also included for comparison. For the practical 
implementation, we have chosen a 50-byte packet size, as the 
capture effect did not occur beyond an overlap of this length. 

The throughput with a finite number of nodes is higher than 
the infinite-node case, and as expected, as the number of nodes 
increases, the throughput difference decreases. With the capture 
effect model, the maximum throughput of the 4-user scenario 
is slightly greater than double that predicted by the standard 
infinite-node theory model; and for the 12-user case, it is 
enhanced by two-thirds. The practical results show that our 
capture effect model closely matches the practical results. The 
small discrepancy is because it is impossible to model and 
implement every capture scenario; and we only modeled two 
of the most common scenarios. It can be concluded that the  
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Fig. 14. ALOHA throughput with 100 users in association with
packet lengths. 
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two capture scenarios represent the majority of the capture 
effect. 

The impact of packet length on throughput has been studied 
since the capture coefficient is dependent on packet size    
(see (3)). Therefore, an important purpose of this study is to 
demonstrate the capture effect in association with varying 
packet lengths. Three different packet lengths (75 bytes,    
100 bytes, and 125 bytes) have been implemented with 12 
nodes in the network. Figure 13 presents the throughput 
performance of pure ALOHA with both the analytical (A) and 
practical (P) results. 

Figure 13 illustrates that the throughput has an increasing 
trend as the packet size decreases. The analytical model 
effectively predicts the practical results with a small difference 
of approximately 0.01 Erlangs. A maximum throughput of  
around 0.28 Erlangs is achieved with a 50-byte packet when 
the traffic load is 0.7 Erlangs. On the other hand, a packet  
size of 125 bytes can achieve around 0.245 Erlangs throughput. 
The packet size is an important factor when considering the 
influence of the capture effect on performance. The capture 
effect has greater influence with smaller packets where the 
capture coefficient has a high value, resulting in higher 
throughput. 

A 100-node system is now considered to demonstrate the 
effectiveness of the finite-user capture model in predicting the 
performance that would be observed practically with a much 
larger testbed. The impact of packet size is again considered.  
Figure 14 presents the analytical throughput predictions. 

It is clear that the throughput with 100 nodes approaches  
the infinite-node theoretical value. A maximum throughput of 
0.295 Erlangs is achieved with a traffic load of 0.8 Erlangs for 
a packet size of 50 bytes, whereas it is around 0.223 Erlangs 
with a traffic load of 0.6 Erlangs for a packet size of 125 bytes. 

We therefore conclude that if the packet size is decreased, the 
throughput increases as an overall trend. 

VII. Conclusion 

In this paper, we have investigated the capture effect to 
clarify its impact based on real-world measurements. Contrary 
to theory, we show that using the same transmission power 
level at the same distance, the capture effect is seen. We have 
modeled the impact of the capture and incorporated it into   
the performance evaluation of WSNs through simulation. The 
throughput of pure ALOHA with a finite-user case has been 
modelled for practical implementation. The increase in the 
throughput of pure ALOHA due to the capture effect has been 
presented. Two factors affecting ALOHA performance have 
been investigated, packet size and number of users, using both 
mathematical analysis and practical implementations. Results 
show that the throughput capacity of pure ALOHA with the 
capture effect is better than that predicted by the standard 
assumptions. The maximum throughput in a 4-user scenario is 
slightly more than double that predicted by theory (37.62%). It 
can be predicted that a high-user-density system would tend 
toward the theoretical limit based on the validated model. It can 
be concluded that the throughput of existing MAC schemes 
may be greater than currently predicted as a result of the 
capture effect described here. 
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